
Cloud Secure: 
Google Cloud Security Audit
Prevent data loss and ensure compliance with a real-time 
security snapshot of your Google Cloud Environment. 

Qwinix’s team of certified Google Cloud Experts identify 
vulnerabilities and opportunities for additional tooling to 
help thwart malicious actors at every level.

www.qwinix.io
303.459.4310

Securing Your Google Cloud Journey
Email gcp@qwinix.io to see where Qwinix’s Google Cloud Security Solutions can help you gain 

control, confidence, and visibility with a more secure cloud environment.

Security Posture
Deliverables
After our cloud experts analyze your 

environment, you’ll receive a comprehensive 

security posture analysis that details:

Areas of Analysis 

» Organization folder

» Projects structures

» IAM usage » Bucket policies

» Firewall rules » VPC settings

» ACLs  » Audit Logs 

» Security Command Center 

» SOC/SecOps team alignment 

» Threat reporting and monitoring 

» Security architecture

Remediation  
Plan

Findings Security  
Rating

Revised Sec. 
Architecture

Security Posture Size                     Time                  Cost

Up To 50 Projects    3 weeks    $15k          

50+ Projects           6 weeks                 $30k

Security Resolution
Deliverables 
» Remediation » SCC enabled 

» Forseti enabled » IAM architecture  

» Real-time loggging enabled 

» Secure hierarchy architecture

Project Specs 
If vulnerabilities are detected, the Qwinix 

security engineering team can quickly 

deploy resolution efforts. 

Engineering Type: Resolution                       8 weeks                $50k          


